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Configure PHP INI basic settings
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MultiPHP INI Editor
onfigure your website’s PHP seftings.

Software

PHP PEAR Packages
Search for and add PEAR packages to your
website, or view your available PHP packages.

phpMyAdmin
Manage databases with phpMyAdmin.

MultiPHP Manager
Manage your PHP configuration.

Application Manager
Deploy applications with the Phusion
Passenger® application server.

BoxTrapper
Filter spam from your inbox through
challenge-response verification.

Email Accounts
Create, manage, and delete email accounts.

Search Tools (/)

Select the home directory or a domain's document root to open the corresponding PHP configuration.

-- Select a location --
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The MultiPHP INI editor writes to the .htaccess, .user.ini, and php.ini files. The system will only write a directive to a file if it is a valid directive for that file
type. For more information, read our MultiPHP INI Editor documentation.

PHP Directive

Information

Setting

You must select a location.
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Information Setting

display_errors

max_execution_time

max_input_time

max_input_vars

This determines whether errors should be printed to the screen as part of the output or if they should be hidden from Disabied
isabled

the user.

This sets the maximum time in seconds a script is allowed to run before it is terminat:
prevent poorly written scripts from tying up the server. The default setting is 30

This sets the maximum number of input variables allowed pe
attacks involving hash collisions on the input variable names

memory_limit

This sets the maximum amount of memory in bytes that a script is allowed to allocate. This helps prevent pol
n scripts for eating up all available memory on a server. Note that to have no memory limit, set this dire

post_max_size

Sets max size of post data allowed. This setting also affects file upload. To upload large files, this value must be larger am
than upload_max_filesize. Generally speaking, memory_limit should be larger than post_max_size

session.gc_maxlifetime

session.save_path

This specifies the number of seconds after which data will be seen as "garbage” and potentially cleaned up.

session.save_path defines the argument which is passed to the save handler. If you choose the default files handler,
where the files are created.

this is the p:

upload_max_filesize

The maximum size of an uploaded file

change this value

zlib.output_campression

Whether to transparently compress page
compressed if the browser sends an "Acce|

If this Option is set to "On” in php.ini or the Apache configuration, pages are

t-Encoding: gzip” or "deflate” header. Disabled

Change this value......
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